
C3ISP provides a flexible framework allowing 
automated, fast, and collaborative cyber threat 
information (CTI) sharing and analysis to allow 
a more complete understanding and faster 
mitigation of cyber risks.  

Design process for the pilots 

The C3ISP Project is supported by funding under 
the Horizon2020 Framework Program of the 
European Commission DS 2015F1, GA 700294 

Find out more
www.c3isp.eu
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Stakeholders: SME’s, ISP’s , CERT’s, and Enterprises


